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Warum Kaspersky
Next?

Kaspersky Next bietet effektive und unkomplizierte Sicherheit mit Echtzeitschutz, Transparenz
der Bedrohungen sowie EDR'/XDR?-Funktionen, die auf lhre Anforderungen zugeschnitten sind.
Flexible Bereitstellungsoptionen in der Cloud oder On-Prem und ein dreistufiges Produktmodell
sorgen fur noch mehr Sicherheit, wahrend Automatisierung, Kontrollen auf Enterprise-Niveau
und schnelle Vorfallsreaktion Ihr wachsendes Unternehmen schitzen.
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Mit ist der Schutz lhrer Infrastruktur vor Ransomware, Malware,

versteckten und komplexen Bedrohungen so einfach wie noch nie.

Jede Stufe bietet EDR-Funktionalitdten, angepasst an inre Anforderungen und Ressourcen. Robuster Endpoint-Schutz
und Kontrollen auf dem Niveau von GroBunternehmen bilden die Grundlage unserer EDR- und XDR-Technologien.

Steigern Sie |hre Effizienz, indem Sie einfache und komplexe Aufgaben automatisieren, und erhalten Sie
Handlungsempfehlungen, mit denen Sie |hre Effizienz steigern und weniger Ressourcen fur die Cybersicherheit aufwenden
mussen.

Cloud- und On-Premise-Optionen passen sich lhren spezifischen Anforderungen an und senken gleichzeitig Ihre
Gesamtbetriebskosten?®. Zudem lasst sich der Umstieg auf XDR bei Bedarf ganz einfach realisieren.

' Endpoint Detection and Response
2 Extended Detection and Response
3 Gesamtbetriebskosten



Drei Stufen zur vollen Kontrolle

Ganz unkompliziert zu einem soliden mr
Fundament fir mehr Cybersicherheit |l
und zur Kostenkontrolle =

1. Kaspersky Next EDR Foundations

Der leistungsstarke, proaktive und auf lernfahigen w I
Systemen basierende Endpoint-Schutz erkennt und : —
neutralisiert Bedrohungen, bevor Schaden entsteht.

Flexible, benutzerfreundliche Sicherheitskontrollen

und integrierte [T-Szenarien ermdglichen den Betrieb /
ohne proaktiven Eingriff sowie die Anpassung von

Sicherheitsrichtlinien an Ihre individuellen Bedurfnisse.

Mochten Sie |lhre Vorfallreaktion
und Expertise weiter ausbauen?

= 2. Kaspersky Next EDR Optimum

Bauen Sie mit EDR-Empfehlungen und Automatisierung
= lhren Endpoint-Schutz aus und erhalten Sie weitere
= Abwehroptionen Uber Endpoints hinweg.

Erhohen Sie Ihre Sicherheit und erweitern Sie Ihre
Expertise mit loC-Scans, erweiterten Kontrollen,
Systemhartung, Patch-Management und Schulungen.

Das wichtigste Untersuchungstool
fiir lhre Sicherheitsexperten

3. Kaspersky Next XDR Expert

XDR-Technologie mit komplettem Funktionsumfang,

die sich in bestehende Sicherheitssysteme integrieren
l&sst und ganz ohne Aufwand ein Maximum an Sicherheit
gewahrleistet.

Optimale Sicherheit fiir GroBunternehmen

mit leistungsstarker Bedrohungserkennung,
Kreuzkorrelation, Transparenz in Echtzeit und vielfaltigen
Reaktionsmaoglichkeiten.

Schiitzen Sie lhre Daten, liberall

Cloud-Sicherheit auf jeder Produktstufe

Neben klassischem Endpoint-Schutz umfasst jede Stufe
= die eine Form der Cloud-Sicherheit.

Behalten Sie im Auge, welche Cloud-Dienste genutzt

werden, welche Daten in Ihren MS O365-Tools

e gespeichert sind, und unterbinden Sie den Zugriff auf nicht
= == freigegebene Cloud-Dienste.




Transparenz als oberste Prioritat

DATA STORAGE
AND PROCESSING

IN SWITZERLAND
EF

Bedrohungsbezogene Daten, Quellcode, Updates und Prifungen interner Prozesse durch
die von Benutzern von Kaspersky- Dokumentation kdnnen in Dritte zur Bestatigung der Integritat
Produkten in Europa, Nord- und unseren 11 weltweit verteilten der Losungen und Prozesse
Lateinamerika, dem Nahen Osten Transparenzzentren eingesehen von Kaspersky:

und einigen Landern im asiatisch- werden.

- SOC 2-Audit durch
eine unabhangige
Wirtschaftsprufungsgesellschaft

- 1ISO 27001-Zertifizierung
fur Datensicherheitssysteme

pazifischen Raum eingehen, werden
auf Schweizer Servern verarbeitet
und gespeichert.

Haufig getestet. Vielfach ausgezeichnet.

Kaspersky ist der am haufigsten getestete und ausgezeichnete Cybersecurity-Anbieter. Unsere
Produkte Uberzeugen durch Leistungsfahigkeit, Flexibilitat und Transparenz. Seit mehr als 25 Jahren
entwickeln wir Cybersicherheitslésungen und sind vielfach fir die Qualitdt und Wirksamkeit unserer
Produkte und Lésungen ausgezeichnet worden. Lesen Sie hier mehr Uiber unsere jingsten Erfolge:
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Weitere Informationen zu Kaspersky Next
Kaspersky
Next
Y,
Kaspersky Next

Cyber Threat News: sccurelist.com

IT Security News: kaspersky.de/blog/b2b/

IT-Sicherheit fur SMB: kaspersioyde/business

IT-Sicherheit fir GroBunternehmen: kaspersky.de/enterprise

kaspersky.de
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EDR Foundations

Kaspersky Next
EDR Optimum

| Kaspersky Next
€ ' XDRExpert

Weitere Informationen zu Kaspersky Next
finden Sie unter:
https://go.kaspersky.com/next

Finden Sie mit Hilfe unseres interaktiven Tools
heraus, welche Produktstufe am besten

zu Ihnen passt:
https://go.kaspersky.com/Kaspersky_Next_Tool
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